SA WG2 Temporary Document

Page 12

SA WG2 Meeting #122bis
S2-175892
21 - 25 August 2017, Sophia Antipolis, France
(revision of S2-174554)
Source:
Intel, NTT DOCOMO, Nokia, Alcatel-Lucent Shanghai Bell
Title:
23.502: QoS mapping for 5GC-EPC interworking
Document for:
Approval

Agenda Item:
6.5.9
Work Item / Release:
5GS_Ph1 / Rel-15
Abstract of the contribution: The contribution addresses Editor’s notes related to QoS mapping for 5GC-EPC interworking. This is a resubmission of S2-174554 and S2-173339.
1
Introduction

As agreed in SA2#120 the EPS QoS for the mapped default and dedicated EPS bearers is determined in the 5G System ahead of any mobility to EPS.
What could not be agreed in SA2#120 is the entity that assigns the EPS bearer ID for the default and dedicated EPS bearers.
This contribution proposes to agree that the UE assigns the EPS bearer ID for the mapped EPS bearers, as proposed below.

In addition, the contribution clarifies the following issues

1. Deletion of PDU session if it does not have an EPS Bearer ID assigned.

It may be the default QoS rule in the PDU session did not have an EPS Bearer ID assigned. In this case the UE and the PGW locally delete the PDU session during the HO execution phase.

2. Implicitly derived QoS rules (Reflective QoS)

In EPC the UE is not able to maintain the implicitly derived QoS rules UE due to lack of QFI marking in the user plane. When the UE does not receive the QFI marking in DL packets within certain time period, the time-out expires and the UE removes the rule from the QoS flow binding table. So the possible solution is either to clean up these derived rules from the binding table or make them permanent, i.e. remove the timer. If they are made permanent, the NAS signalling could be used in EPC to update the rules via TFT modification operations. This would require the UE and network to have a common understanding of the filter identifiers in order to refer to the corresponding filter in the EPS TFT. Removing the derived rules means the corresponding IP flows may be mapped to the default QoS rule / EPS bearer after the handover or dropped (if default QoS rule does not contain a match all filter). The contribution proposes the UE removes the implicitly derived rules in the handover. The corresponding IP flows may be mapped to the default QoS rule / EPS bearer after the handover or dropped (if default QoS rule does not contain a match all filter). 

3. The handover procedure is split into preparation phase and execution phase.
2
Proposal

It is proposed to agree the text proposal below.

######################### TEXT PROPOSAL FOR TS 23.502 ###########################
4.3.2.2.1
Non-roaming and Roaming with Local Breakout

This clause specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The procedure is used to establish a new PDU session as well as to hand over an existing PDU Session between 3GPP access and non-3GPP access.
In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, Request type, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.

The Request Type indicates "Initial request" if the PDU Session Establishment is a request to establish a new PDU Session and indicates "Existing PDU Session" if the request refers to an existing PDU Session between 3GPP access and non-3GPP access.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should include User location information and Access Technology Type Information.

The N1 SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.


The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information (e.g. Cell Id in case of the RAN).
2.
The AMF determines that the message corresponds to a request for a new PDU Session based on that Request Type indicates "initial request" and that the PDU Session ID that is not used for any existing PDU Session(s) of the UE. If the NAS message does not contain an S-NSSAI, the AMF may determine a default S-NSSAI for the requested PDU session according to the UE subscription. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2. The AMF stores an association of the PDU session ID and the SMF ID.

The case where the Request Type indicates "Existing PDU Session", and either the AMF does not recognize the PDU Session ID or the subscription context from UDM does not contain an SMF ID corresponding to the DNN constitutes an error case.
3.
From AMF to SMF: Nsmf_PDUSession_CreateSMRequest (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information (PDU Session Establishment Request), User location information, Access Technology Type, PEI).

The AMF ID uniquely identifies the AMF serving the UE. The AMF forwards the PDU Session ID together with the N1 SM information containing the PDU Session Establishment Request received from the UE. The PEI (Permanent Equipment Identifier) is defined in TS 23.501 [2] clause 5.9.3.
4.
SMF invokes: Nudm_SubscriberData_GetRequest  (Subscriber Permanent ID, DNN).

If the Request Type in step in step 3 indicates "Existing PDU Session" the SMF determines that the request is due to handover between 3GPP access and non-3GPP access. The SMF identifies the existing PDU Session based on the PDU Session ID.

If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.
UDM responds to SMF: with Nudm_SubscriberData_GetResponse.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling by responding to the AMF with Nsmf_PDUSession_CreateSMResponse including a relevant SM rejection cause. The SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.
5.
SMF to DN via UPF


If the SMF needs perform secondary authorization/authentication during the establishment of the PDU session by a DN-AAA server as described in clause 5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in clause 4.3.2.3.

If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.
6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may invoke Npcf_PolicyControl_PolicyCreateRequest including PDU Session ID to establish a PDU CAN session and get the default PCC Rules for the PDU Session. If the Request Type in step 3 indicates "Existing PDU Session", the PCF initiates a PDU-CAN Session Modification instead, by invoking the Npcf_PolicyControl_PolicyUpdateNotification service.
Editor's note:
The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.

7.
If the Request Type in step 3 indicates "Initial request", the SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. For Unstructured PDU Type the SMF may allocate an IPv6 prefix for the PDU session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.9.4.
8a.
SMF invokes the Npcf_PolicyControl_PolicyCreateRequest: If dynamic PCC is deployed and the PDU-CAN Session Establishment has not yet been done, the SMF invokes PCF service to establish PDU-CAN session to get the default PCC Rules for the PDU Session.
8b. SMF provides EventExposure_Notify service operation: Otherwise, if Request Type is "initial request" and dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF notifies the PCF with the allocated UE IP address/prefix.

9.
If Request Type indicates "initial request" and step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

10.
SMF to AMF: Nsmf_PDUSession_CreateSM Response (Cause, N2 SM information (PDU Session ID, QoS Profile(s), CN Tunnel Info, S-NSSAI), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode, S-NSSAI, allocated IPv4 address, EPS TFT, EPS QoS))).
Editor's note:
It is FFS how the AMF and SMF associate the N11 transactions with a corresponding UE context.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:
-
The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.

-
The QoS Profile provides the (R)AN with the mapping between QoS parameters and QoS Flow Identifiers. Multiple QoS profiles can be provided to the (R)AN. This is further described in TS 23.501 [2] clause 5.7.

-
The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.

S-NSSAI is corresponding to the PDU session.

The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The SM Response further contains PDU Session ID and information allowing the AMF to know which the target UE as well to determine which access towards the UE to use.

If the SMF determines that the UE supports single registration mode interworking with EPS and the PDU Session is subject to interworking with EPC the SMF creates the EPS TFT and EPS QoS for the mapped default EPS bearer and for all GBR EPS bearers corresponding to this PDU Session in case of handover to EPC and includes them in the PDU Session Establishment Accept message. This information is used for the mapped default EPS bearer that is created upon handover to EPC. EPS TFT is not associated with an EPS Bearer ID at this point.
NOTE 1:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to determine which access towards the UE to use.

11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, PDU Session Establishment Accept)).


The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

12a. (R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN N3 tunnel information for the PDU Session. In case of Dual Connectivity, the Master RAN node may assign some (zero or more) QFIs to be setup to a Master RAN node and others to Secondary RAN node. The RAN tunnel information includes a tunnel endpoint for each involved RAN node, and the QFIs assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN node and not to both.  

(R)AN forwards the NAS message (PDU Session ID, N1 SM information (PDU Session Establishment Accept)) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

12b. If UE has received EPS TFT and EPS QoS in the PDU Session Establishment Accept message in step 12a, the UE responds with a PDU Session Establishment Complete (EPS Bearer ID) message. EPS Bearer ID is assigned by UE and refers to the identifier for the mapped default EPS bearer that is created upon handover to EPC. If the UE is not able to assign the EPS bearer ID (e.g. the maximum limit is reached), the UE proceeds with the PDU Session Establishment Complete without assigning the EBI.
13.
(R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, (R)AN Tunnel Info, List of accepted/rejected QoS profile(s), NAS message (PDU Session Establishment Complete (EPS Bearer ID)))).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.


The NAS message parameter is encapsulated within the N2 PDU Session Response message if has UE responded with a PDU Session Establishment Complete message in step 12b.

14.
AMF to SMF: Nsmf_PDUSession_ UpdateSMContext Request (N2 SM information).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

15a.
If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.
NOTE 2:
If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access, the downlink data path is switched towards the target access in this step.
15b.
The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16.
SMF to AMF: Nsmf_PDUSession_ UpdateSMContext Response (Cause).


After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.

Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18.
If the PDU Session Establishment request is due to a handover between 3GPP access and non-3GPP access, i.e. the Request type is set to "existing PDU Session" the SMF executes the steps X-Y specified in clause 4.3.4 in order to release the user-plane over the source access (3GPP or non-3GPP access).

Editor's note:
The exact reference to steps of network initiated PDU session release procedure will be defined when the procedure is available.
19.
If the SMF identity is not included in step 4b by the UDM in the DNN subscription context, the SMF invokes the Nudm_UEContextManagement_Registration service operation  including the SMF address and the DNN. The UDM stores the SMF identity, address and the associated DNN.

If during the procedure the PDU session establishment is not successful, the SMF informs the AMF. Once the AMF associates an SMF with a PDU session ID, the SMF is automatically subscribed to notifications of incoming N1 signalling associated with this PDU session ID. These notifications automatically provide any User Location information and Access Type that the AMF has received from the (R)AN in association with N1 signalling.
######################### NEXT CHANGE ###########################
4.3.3.2
UE or network requested PDU session modification (non-roaming and roaming with local breakout)

The UE or network requested PDU session modification procedure (non-roaming and roaming with local breakout scenario) is depicted in figure 4.3.3.2-1.
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Figure 4.3.3.2-1: UE or network requested PDU session modification (for non-roaming and roaming with local breakout)
1.
The procedure is triggered by following steps

1a.
The UE initiates the PDU session modification procedure by the transmission of an NAS message (N1 SM information (PDU Session Modification Request), PDU session ID) message. Depending on the access type, if the UE was in CN-IDLE mode, this SM-NAS message is preceded by the Service Request procedure. The N1 message is forwarded by the (R)AN to the 5G Core with an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSMContex (PDU session ID).
Editor's note:
What QoS parameters the UE provides for QoS session modification is FFS.
1b.
The PCF invokes the SMNpcf _PolicyControl_UpdateNotify service operation to notify SMF for initiating the PDU-CAN Session Modification procedure upon policy decision or upon AF requests and the modification requires signalling to the UE and/or to the AN.

1c.
The UDM updates the subscription data of SMF by Nudm_SubscriberData_UpdateNotification (Subscriber Permanent Identity, Subscription Data). The SMF updates the Subscription Data and acknowledges the UDM by returning an Ack with output (Subscriber Permanent Identity).

1d.
The SMF may decide to modify PDU session. This procedure also may be triggered based on locally configured policy.


If the SMF receives one of the triggers in step 1a ~ 1d, the SMF starts SMF requested PDU session modification procedure.
1e.
If notification control is configured for a GBR Flow, when the (R)AN decides the QoS targets of the flow cannot be fulfilled. (R)AN sends the N2 message (PDU session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User location Information and a notification indicating that the QoS targets cannot be fulfilled. The AMF invokes Nsmf_PDUSession_UpdateSMContext (N2 SM information).

2.
The SMF may decide to request new policy for this PDU session by invoking SMNpcf_PolicyControl_Get service operation to interact with the PCF. This step may be skipped if PDU session modification procedure is triggered by step 1b or 1d.


Steps 3 to 7 are not invoked when the PDU session modification requires only action at an UPF (e.g. gating).

3a.
For UE initiated modification, the SMF responds to the AMF through Nsmf_PDUSession_UpdateSMContext (N2 SM information (PDU Session ID, QoS Profile, Session-AMBR), N1 SM information (PDU Session Modification Command (PDU session ID, QoS rule, Session-AMBR))). See TS 23.501 [2] clause 5.7 for the QoS Profile and QoS rule.

The N2 SM information carries information that the AMF shall provide to the (R)AN. It includes the QoS profiles that were added, removed or modified. 

The N1 SM Container carries the PDU Session Modification Command that the AMF shall provide to the UE.

If the UE is in CM-IDLE state and the AMF decides to invoke asynchronous type communication, then the AMF stores the SM Request  message and steps 4, 5, 6 are skipped and the AMF initiates communication with the UE and (R)AN when the UE is reachable e.g. when the UE enters CM-CONNECTED state.
3b. For network initiated modification, the SMF invokes Namf_Communication_N1N2MessageTransfer (N2 SM information (PDU Session ID, QoS Profile, Session-AMBR), N1 SM Container (PDU Session Modification Command (PDU session ID, QoS rule, Session-AMBR, EPS TFT, EPS QoS))).

When the PDU Session Modification procedure is used for addition of new GBR QoS flows, if the SMF determines that the UE supports single registration mode interworking with EPS and the PDU session is subject for interworking with EPC, the SMF creates the EPS TFT and EPS QoS for the mapped dedicated GBR EPS bearers and includes them in the PDU Session Modification Command message. This information is used for the mapped dedicated EPS bearer that is created upon handover to EPC.. EPS TFT is not associated with an EPS Bearer ID at this point. If the addition of a new GBR QoS flow has impact on already mapped EPS bearers, the SMF also includes the EPS TFT and EPS QoS of those impacted EPS bearers.
Editor's note:
It is FFS whether the SMF should be able to include an asynchronous indication to notify AMF whether asynchronous type communication can be used for the SM Request message.
4.
The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU Session ID, N1 SM information (PDU Session Modification Command))) Message to the (R)AN.

5.
The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE modifying the necessary RAN resources related to the PDU Session.


The UE acknowledges the PDU Session Modification Command (step 5a) by sending a NAS message (PDU session ID, N1 SM information (PDU Session Modification Command Ack)) message (step 5b).


The UE generates an EPS bearer ID for the mapped dedicated EPS bearer and includes it in the PDU Session Modification Ack message. If the UE is not able to assign the EPS bearer ID (e.g. the maximum limit is reached), the UE proceeds with the PDU Session Modification Ack without assigning the EBI.

6.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack (QFI(s), RAN tunnel information, NAS message, User location Information) Message to the AMF. In case of Dual Connectivity, if one or more QFIs were added to the PDU session, the Master RAN node may assign one of these QFIs to a RAN node which was not involved in the PDU session earlier, then the RAN tunnel information includes a new N3 tunnel endpoint for QFIs assigned to the new RAN node. Correspondingly, if one or more QFIs were removed from the PDU session, a RAN node may not be involved in the PDU session anymore, and the corresponding tunnel endpoint is removed from the RAN tunnel information.
7.
The AMF forwards the N2 SM information and the N1 SM information (PDU Session Modification Command Ack) received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation.

8.
The SMF may update N4 session of the UPF(s) that are involved by the PDU session modification by sending N4 Session Modification Request (N4 Session ID) message to the UPF.
NOTE:
The UPF that are impacted in the PDU session modification procedure depends on the modified QoS parameters and on the deployment. For example in case of the session AMBR of a PDU session with an UL CL changes, only the UL CL is involved.
9.
If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be enforced or not by invoking Nsmf_EventExposure_Notify service operation.

SMF notifies any entity that has subscribed to User Location Information related with PDU session change.

######################### NEXT CHANGE ###########################

4.11.1
Handover procedures for single-registration mode

4.11.1.1
5GS to EPS handover using Nx interface

Nx interface is used to provide seamless session continuity for single registration mode. 
4.11.1.1.1 Preparation phase

Editor's note:
It is FFS if this flow is applicable to PDU session with SSC Mode 2 and 3.



[image: image6.emf]NG 

RAN

AMF MME SGW

PGW-C+

SMF

1. Handover required

3. Relocation request

4. Create session request 

5. Create session response 

9. Relocation response

E

-

UTRAN

6. Handover request

7. Handover request Ack

8. Create indirect data forwarding 

tunnel request/response

10a. Create indirect data forwarding tunnel Request/Response

2a. SM Context Request

PGW-U+

UPF

2b. SM Context Response 

10b. N4 Session 

Modification 

UE

0. PDU Session and QoS flow setup in 5GS


Figure 4.11.1.1-1: 5GS to EPS handover for single-registration mode with Nx interface, preparation phase
The procedure involves a handover to EPC and setup of default EPS bearer and dedicated bearers for GBR QoS flows in EPC in steps 1-16 and re-activation, if required, of dedicated EPS bearers for non-GBR QoS flows in step 17.
UE has one or more ongoing PDU sessions each including one or more QoS flows. During PDU session establishment and GBR QoS flow establishment, EPS QoS mappings and EPS Bearer IDs are allocated such that non-GBR flows map to default EPS bearer (which is allocated an EPS bearer ID and EPS Bearer IDs are allocated for the GBR flows that are mapped to dedicated bearers in EPC as described in clauses 4.3.2.2.1 and 4.3.3.2. The EPS Bearer Id and mapped QoS parameters for these bearer is also provided to the UE and PGW-C+SMF. The mapped EPS QoS parameters may be provided to PGW-C+SMF by the PCF+PCRF, if PCC is deployed.
Editor's note:
It is FFS whether the 5G RAN needs to be aware of the EPS bearer ID.



1.
5G RAN decides that the UE should be handed over to the E-UTRAN. The 5G RAN sends a Handover Required (Target eNB ID, Source to Target Transparent Container) message to the AMF.

2.
The AMF determines from the 'Target eNB Identifier' IE that the type of handover is Handover to E-UTRAN. The AMF requests the PGW-C+SMF to provide SM Context that also includes the mapped EPS Bearer Contexts. This step is performed with all PGW-C+SMFs allocated to the UE.
Editor's note:
This step should be aligned with intra 5GC inter-AMF handover.
NOTE:
In roaming scenario, the UE's SM EPS Contexts are obtained from the V-SMF.
3.
The AMF selects an MME and sends a Relocation Request (Target E-UTRAN Node ID, Source to Target Transparent Container, mapped MM and SM EPS UE Context (default and dedicated GBR bearers)) message. The SGW address and TEID for both the control-plane or EPS bearers in the message are such that target MME selects a new SGW.
4.
The MME selects the Serving GW and sends a Create Session Request message for each PDN connection to the Serving GW.

5.
The Serving GW allocates its local resources and returns them in a Create Session Response message to the MME.

6.
The MME requests the target eNodeB to establish the bearer(s) by sending the message Handover Request message. This message also contains a list of EPS Bearer IDs that need to be setup.

7.
The target eNB allocates the requested resources and returns the applicable parameters to the target MME in the message Handover Request Acknowledge (Target to Source Transparent Container, EPS Bearers setup list, EPS Bearers failed to setup list).

8.
If the MME decides that indirect forwarding applies, it sends a Create Indirect Data Forwarding Tunnel Request message (Target eNB Address, TEID(s) for DL data forwarding) to the Serving GW. The Serving GW returns a Create Indirect Data Forwarding Tunnel Response (Cause, Serving GW Address(es) and Serving GW DL TEID(s) for data forwarding) message to the target MME.

9.
The MME sends the message Relocation Response (Cause, List of Set Up RABs, EPS Bearers setup list, MME Tunnel Endpoint Identifier for Control Plane, RAN Cause, MME Address for control plane, Target to Source Transparent Container, Address(es) and TEID(s) for Data Forwarding).

10.
If indirect forwarding applies, the AMF forwards to the PGW-C+SMF the information related to data forwarding to the SGW. The PGW-C+SMF returns a Create Indirect Data Forwarding Tunnel Response.
4.11.1.1.2 Execution phase
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Figure 4.11.1.2-1: 5GS to EPS handover for single-registration mode with Nx interface, execution phase
1.
The AMF sends the Handover Command to the source 5G RAN. The source 5G RAN commands the UE to handover to the target access network by sending the HO Command. This message includes a transparent container including radio aspect parameters that the target eNB has set-up in the preparation phase. The UE correlates the ongoing QoS flows with the indicated EPS Bearer IDs to be setup in the HO command. The UE locally deletes the PDU session if the default QoS rule in the PDU session does not have an EPS bearer ID assigned. For the remaining PDU sessions, the UE locally deletes the QoS rules that do not have an EPS bearer ID assigned. If the default QoS rule contains no packet filters, the UE maps the IP flows of the deleted QoS rules to the default EPS bearer. Otherwise the IP flows may be interrupted until step 7. UE deletes any UE derived QoS rule. The EPS bearer ID that was assigned for the default QoS rule in the PDU session becomes the EPS Bearer ID of the default bearer in the corresponding PDN connection.

2.
When the UE has successfully accessed the target eNodeB, the target eNodeB informs the target MME by sending the message Handover Notify.

3.
The target MME informs the Serving GW that the MME is responsible for all the bearers the UE have established by sending the Modify Bearer Request message for each PDN connection.


The target MME releases the non-accepted EPS Bearer contexts by triggering the Bearer Context deactivation procedure. If the Serving GW receives a DL packet for a non-accepted bearer, the Serving GW drops the DL packet and does not send a Downlink Data Notification to the SGSN.

4.
The Serving GW informs the PGW-C+SMF of the relocation by sending the Modify Bearer Request message for each PDN connection. The PGW locally deletes the PDU session if the default QoS rule in the PDU session does not have an EPS bearer ID assigned. For the remaining PDU sessions, the PGW locally deletes the QoS rules that do not have an EPS bearer ID assigned. If the default QoS rule contains no packet filters, the PGW maps the IP flows of the deleted QoS rules to the default EPS bearer. Otherwise the IP flows may be interrupted until step 7.
5.
The PGW-C+SMF acknowledges the Modify Bearer Request. At this stage the user plane path is established for the default bearer and the dedicated GBR bearers between the UE, target eNodeB, Serving GW and the PGW+SMF. The PGW-C+SMF uses the EPS QoS parameters as assigned for the dedicated EPS GBR bearers during the QoS flow establishment. PGW maps all the other IP flows to the default EPS bearer.
6.
The Serving GW acknowledges the user plane switch to the MME via the message Modify Bearer Response.

7.
The PGW-C+SMF initiates dedicated bearer activation procedure for non-GBR QoS flows by mapping the parameters of the non-GBR flows to EPC QoS parameters. This setup may be triggered by the PCRF+PCF which may also provide the mapped QoS parameters, if PCC is deployed. This procedure is specified in TS 23.401 [x], clause 5.4.1. The UE uses the EPS QoS parameters as assigned for the EPS GBR bearers during the QoS flow establishment. 
8. The UE initiates a Tracking Area Update procedure. The MME knows that an inter-system handover has been performed for this UE as it received the bearer context(s) by handover messages and therefore the MME performs only a subset of the TA update procedure, specifically it excludes the context transfer procedures between source AMF and target MME.
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5b. AN-specific resource modification (including PDU Session Modification Ack)







5a. AN-specific resource modification (including PDU Session Modification Command)
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